Steps to Set Up own MS Teams application on Azure.
1. Go to https://portal.azure.com
2. Click to App Registrations, Search (App Registrations) if already not visible 
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3. Under new App Registration, Click on + button for New Registration
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4. Set Display Name , Supported preferred account type (You may Single tenant only) .Select Web under Platform  and add following Redirect URIs

https://stage-talentech-recruiter.hr-manager.net/OnlineMeeting
https://talentech-recruiter.hr-manager.net/OnlineMeeting
https://localhost:44386/OnlineMeeting

5. Configure following delegated permissions by Clicking MS Graph application
OnlineMeeting.ReadWrite
User.Read
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6. Under Branding & Properties, Add MPN ID 
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Click o Add MPN to verify publisher link to avoid UnVerified label in App
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Configured permissions

Applications are authorized to call APIs when they are granted permissions by users/admins as part of the consent process. The lst of configured permissions should
include all the permissions the application needs. Learn more about permissions and consent

-+ Add a permission /' Grant admin consent for Talentech

API/ Permissions name Type

Admin consent req... Status

V‘

OnlineMectings ReadlWiite  Delegated  Read and create user's online meetings No

UserRead Delegated  Sign in and read user profile No
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This domain vill appear on the application's consent screen.
Learn more about publisher domain (7

Publisher verification

Associate a verified Microsoft Partner Center (MPN) account with your application. A verified badge will appear in
various places, including the application consent screen. Learn more (7

MPN 1D Add MPN ID to verify publisher

Publisher display name ~ Not provided
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Ensure these prerequisites are met before you proceed

1. Your organization has enrolled in the Microsoft Partner Network (MPN) program and completed the vetting process in Partner Center.
2. You are signed in with an account that is authorized to make changes to your organization's Partner Center account

3. Your organization has verified ownership of at least one custom domain in Azure AD using DN verification, which must also match the
domain used during vetting in Partner Center.

Associate a Partner Center MPN ID

Enter a MPN 1D associated with your Partner Center developer account to verify a publisher. Sign up for
Microsoft Partner Network (MPN)
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Welcome to Azure!

Don't have a subscription? Check out the following options,
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Start with an Azure free trial Manage Azure Active Directory
Get $200 free credit toward Azure products and services, Manage access, set smart policies, and enhance
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@ Strting June 30h, 2020 we wilno longer add any new featuresto Azure Acive Directory Authentction ibrary (ADAL)and Azure AD Graph. We
Microsof Graph. Learn more
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P Start typing a display name or application (client) ID to filter these * Add filters.





